
Who Should Attend?

➢ Bank managers and executives in charge of

compliance, IT, Security, risk management, data

protection, audit, business transformation

➢ Senior management

➢ Graduate trainee and management trainee

➢ Student Members

Event Details

Date 17 March 2023 (Friday)

Time 2:30pm – 4:00pm

Format Hybrid Format

Physical: HKIB, 3/F, Guangdong 
Investment Tower, 148 Connaught 
Road Central#

Virtual: Zoom

Fees FREE for HKIB Members

Language Cantonese

CPD hour 1 Hour
HKIB CPD / SFC CPT / PWMA OPT

Enrollment Click here or scan the QR code

Enquiry (852) 2153 7800 / meme@hkib.org

Special thanks to:

#Priority of physical enrolment will be given to Professional Members and
on a ‘first-come-first-serve’ basis.

Agenda

1. Prevalent cybercrimes in Hong Kong

2. Cyber security situation in Hong Kong

3. Finance-related cybercrimes:

• Crypto-related crimes

• Phishing scams

• Business email compromise

• Ransomware

4. How to build up cyber resilience

Overview

With ever growing threats in the cyber world, the finance sector needs to be more vigilant in managing its

exposure. Jointly organised with the Hong Kong Police Force, this topical seminar aims to share tips against

cyber attack and turn cyber threats into opportunities.

Speaker

Lester IP

Chief Inspector, Cyber Security and Technology Crime

Bureau, Hong Kong Police Force

With over 10 years' experience in cybercrime

investigation, cybersecurity advisory and IT

training. Lester is the project-in-charge of the

CyberDefender Campaign, and actively promotes digital

literacy across different sectors in the community.

https://eform.hkib.org/free-event02/
mailto:meme@hkib.org
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